|  |
| --- |
| **1. 주제 (10점)**  (e.g. 비대면/무인화 상점을 위한 OO 플랫폼 구상 및 OO 앱 개발 제안)  캡쳐방지 워터마크 삽입 어플 개발  **분반, 팀, 학번, 이름**  가반 4팀 남채린 |

|  |  |
| --- | --- |
| **2. 요약 (10점)**  저작자가 개인의 사진이나 영상을 도용당하지 않게 하는 것이 목표이다. 이를 위해서 사용자가 도용을 원치 않는 사진에 '캡쳐방지 워터마크'를 삽입할 수 있는 어플을 만든다. 이 어플은, 정보량이 많아진 22세기에서 디지털 사회를 물 흐르듯 떠다니는 미디어의 이동 속에서 사용자가 원치 않는 자료의 도용을 쉽게 막음으로써 개인정보의 보호를 한 층 강화시킨다. | **3. 대표 그림 (1개 이상, 10점)**  (예상결과) 그림 1. 어플리케이션 디자인 |

\* 표지 없이 1(주제), 2(요약), 3(대표 그림), 6번(결론) 합하여 1장 이내

|  |
| --- |
| **4. 서론 (1장 이내)**  중학생 때 연예인 덕질을 한 적이 있다. 그때 처음으로 연예인 덕질의 문화를 접하면서 사진이나 영상의 도용의 심각성을 크게 느꼈다. 제작자가 아닌 제 삼자가 제작물을 올릴려면 출처언급이 필요하다는 규칙이 있었는데, 그나마 내가 좋아했던 아이돌 그룹은 크게 유명하지 않아서 누가 본인이 제작한 자료인 것마냥 글을 올리면 해당 제작자가 발견할 수 있었다. 하지만 만약 유명한 연예인을 덕질한다면 자료들이 떠다녀도 출처가 불분명해져서 저작권이 보호되기 어려울 것 같다는 생각이 들었다.  이런 사진이나 영상을 제작하는 사람의 입장에서 본인의 제작물이 주체 못 하게 떠다닌다면 의지가 없어질 것이다. 그럼 제작자들이 줄어들어서 자료의 공급도 줄어들 것이다. 따라서 제작자들을 위한 도용 방지 시스템이 필요하다. 연예인 덕질 말고, 셀카 등 개인정보가 담긴 개인 자료도 마찬가지로 도용 방지가 필요하다.  이러한 문제를 극복하려면 도용 방지 시스템을 구현해야 한다. 물론 현재에도 도용 방지 시스템이 없는 것은 아니다. 하지만 아직 상용화되어 있지 않기 때문에, 손쉽게 도용 방지를 할 수 있는 장치가 필요하다. 그래서 '캡쳐방지 워터마크'라는 장치를 개발하고 싶다. 사진이나 영상에 워터마크를 삽입하면 캡쳐를 할 수 없는 자료가 되는 것이다. 대신 자료를 다운로드하는 방법을 통해 저작자가 원하면 자료의 이동도 가능하게끔 설정할 수 있다. |

|  |
| --- |
| **5. 본론 (1장 이내)**  캡쳐방지 워터마크를 삽입하려면 캡쳐방지 모듈 구현 기술과 워터마크 삽입 기술이 필요하다. 캡쳐방지 모듈 구현 기술은 윈도우즈 운영체제의 이벤트 드리븐 방식에서 후킹 기법을 도입하여, 컴퓨터가 클립보드를 사용하게 될 경우를 백그라운드에서 쓰레드로 실행되고 있던 화면 캡쳐 방지 프로그램이 이를 감지하여 클립보드에 저장되어 있는 화면 캡쳐 내용 또는 텍스트 문서를 비워 주어 붙여넣기 기능키를 사용하여도 화면 캡쳐 내용이나 텍스트 문서가 복사 붙여넣기 되지 않는다. 그림1은 화면캡쳐 방지모듈과 이벤트 드리븐 방식의 관계이다.  화면 캡쳐 방지 모듈의 방지 기능 구현 방법은 백그라운드에서 실행되고 있는 캡쳐 방지 모듈이 프린터 스크린 키가 사용되는지를 O/S 상에서 감시하고 있다가 이를 감지하게 될 경우 클립보드 내용을 모두 비워 버리는 방식을 사용하고, Ctrl + V키 역시 화면 캡쳐 방지 모듈이 O/S 상에서 감시하고 있다가 Ctrl키를 감지하게 되면 클립보드로 접근하여 안의 내용을 모두 비워버리는 방법을 사용하는 것이다.  워터마크 처리 방법은 (a) Open API 서버가 휴대 단말을 통해 촬영된촬영 이미지 또는 동영상 및 촬영 정보를 전송받는 단계와 (b) 상기 촬영이미지 또는 동영상에 상기 촬영 정보를 워터마크 처리하여 인코딩하는 단계와 (c) 상기 워터마크가 삽입된 촬영이미지 또는 동영상을 플랫폼 서버를 통해 상기 휴대 단말로 전송하는 단계를 포함한다. 왼쪽 그림은 워터마크 처리 방법의 개략적인 순서도이다. |

|  |
| --- |
| **6. 결론**  **본 제안서에서는 개인정보 보안에 중점을 두어 개인의 정보나 중요한 자료를 다루는 기관을 대상으로 중요 자료 유출을 막기 위한 해결 방안을 제시하였다. 화면** 캡쳐 방지 모듈 구현 기술과 워터마크 삽입 기술을 이용해 **캡쳐방지 워터마크 삽입 어플 개발하여 사용자가 원하는 자료는 도용되지 못하도록 1차적으로 돕는 것이다. 이를 통해 정보의 무결성을** 보장하여 허락되지 않은 사용자 또는 객체가 정보의 내용을 알 수 없도록 하여 비밀 보장을 유지하고, 원치 않는 정보의 공개를 막을 수 있다. 정보에 대한 무결성을 유지하여 정보의 수정할 수 없도록하며, 가용성 또한 높여 정보에 접근하려 하고자 할 때 방해 받지 않고 정보를 보안할 수 있다. |

\* 7번 출처 제외 총 3장 이내 (파란색 글은 삭제 할 것), 기한 내에 제출 할 것 (10점)
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